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Software Function

)

1 Stateful Inspection 1 802.3ad Link Aggregation, 802.1Q VLAN Trunk
2 Zone, AF2X} Application 7|2 &% X2l 2 RIP,OSPF

3 MAC Address, Network, Domain Zi&]| 7|2t 5! GeolP(=7tDB) & x| 3 PIM-SM/DM, IGMP X[

4 Schedule 7|2t HM x| 4 ECMP Routing / Policy-based Routing

5 OAFE ZM OALS K| S5 M 2M 7|5 5 VoIP(H.323, SIP) X|&

6 M ASaolMdEs Sot FM HAL XY 6 QoS(EXE, Mt 2Ma=2) X2

7 QIE{H|O|A /S| &E Hatof| 2 HM Xts HE X1 7 VRRP, IP Backup

8 AM2X}QlZ Hs X|2I(Radius, AD, LDAP, TACACS+) 8 DHCP Server, DHCP Relay agent X|&

9 AMBXF2FA(2CHA Q1B X 9 DNS, Split DNS, DDNS, LLDP X|&

10 S-NAT / D-NAT / Double NAT/ Excluded NAT, LS-NAT X|&l 10 |Pv6 Tunneling 6to4, ISATAP

1 HEQIAZRMEHF =

O L-O HALTT

IPsec VPN

Bridge 2t X2

1 KE Version, 2
1 Application 8| &[of 2 Ciotetsst 2n2|E X2l (3DES / AES / SEED/ ARIA / LEA)
2 Game, P2P, HTS |01/Web Mail &0{ 3 CiRRstRZN 212|Z X2 (SHAY/SHA256/SHA384/SHAS12)
3 Instant Messenger X|0{/Web Hard X|0{ 4 3| 7|gt 2EEMHA Tunnel 7|2 X
4 Streaming, File-type H|0] 5 Multi Tunneling 7|&& St Rt VPN O|F2HA-A, A-S) 74 XI=Z
IPS 6 L|EL/3 Bonding 24 4 Bridge £H20ilA VPNX|
1 Deep Packet Inspection 7 3|4 NAT 20l VPN SIS X2
AMEXEE Q| Signature 8 XI™A7|0JARE % it Al VPN HE K 7|5 X
Snort Rule Format X|2! / PCRE X| & 9 XMl 3| Holf Z4X| 7|52 S VPN 24 Het g
Profile 7|dh A A& 10 ECDH + PQCY12|E SA| HE

-
=)

Black-list / White-list / Anti-Evasion
Anti-Virus(Stream 7|2HEFX| B K¢
Xt7Fet&(Self Learning) 1
Pattern Update(Xts, 5) 2 Configuration, Policy, Session &7 |}

1 TCP/UDP/ICMP/DNS/HTTP Flooding 2401 1 Web Ul CLI/Dashboard

2 Scan, Sweep &0/ AITLIK 7|2k o] BR|X}AH 915 ¢S X|2)(Radius, AD, LDAP, TACACS+)

3 9|/EZ e 7|8 ol Traffic Limit 7|2t &ho] SNMP Version1/2 /3 X[
Sysioq, Keyword X1 T T/

1T URL % URI =& HAYARZAHE2| DB 2E

o S| % Report X
9671 Web Category DB 7|2t 2 M2 H|0f

S SAIAeIRIRIs) IEIALHS ST DBXE! E Bxport /Import A2
Malware, Phishing & 2|5 DB ZE{ X|&
AFEXEHS| URL Filtering

QRNG(RfH447|) K| 21
HA
Active-Active / Active-Standby Without L4, LLCF
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Hardware Specification )

. VForce UTM (Y ) 3
A}'%,': %!‘% VFO“;Z DL 7OSU VFO;;E gTM VFo;gg ll:'lTM VF‘;;%eoldTM VFgggllJJsT M VFg’;oeollJJTM VFZI;:;OllJJTM VFg';::Ol:JTM
— (-~ W -y Y
Core 2 2 4 4 8 8 16 32
Memory 1GB 1GB 4GB 4GB 8GB 16GB 32GB 64GB 64GB
Storage 32GB 32GB 8GB 8GB 256GB 256GB 256GB 256GB 256GB
(*SSD &M HAXIY) - - 500GB(Option) 500GB 1TB 2TB 2TB 2TB 2TB
1GC 7 16 6 12 8 (max 20) 8 (max 20) 8 (max 24) 8 (max 64) 8 (max 64)
1GF - - - Option(max 4) 4 (max 16) 4 (max 16) 2 (max 18) 8 (max 64) 8 (max 64)
NIC 10GF - - - - Option(max 8)  Option(max 8)  Option(max 8) 4 (max 32) 4 (max 32)
40GF - - - - - - Option(max 4) ~ Option(max 16)  Option(max 16)
100GF = = = = = = = = =
WIFi/LTE  Option(3GLTE)  Option(3G,LTE) - - - - - - -
QRNG o} o - - o 0 o 0 0
FW Throughput 26 3.56 6G 126 156 306 60G 119G 159G
Power Single Single Single Single Redundant Redundant Redundant Redundant Redundant
& AT o2 MZ TS ol HEE & A&LICH
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