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Software Function

)

Firewall

7-Tuple (IP/Port/Protocol/Application/User) & oAl XI EFxY
Zone, AFEX} Application 7|2t &% X|2]

Schedule 7|2t H* x|
O|AMS M2 DIALS 24K|, = HH ZHM 7|5 X2

M AlZR0|HE ST M HAKIY
QIE{H|O|A /=] 2l Hatol| (2 FM XHs HE X2

AR RIZ E% X|#(Radius, AD, LDAP, TACACS+)
AMEXt2FA(2EHA 1B I
S-NAT / D-NAT / Double NAT/ Excluded NAT, LS-NAT X|2
11 HERS 74 HE 2= Bridge YoHH X
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MAC Address, Network, Domain Z48| 7|2 8] GeolP(27IDB) & X|&l
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802.3ad Link Aggregation, 802.1Q VLAN Trunk

RIP, RIPng, OSPF, OSPFv3, BGP, BGP+

PIM-SM/DM, IGMP X[

ECMP Routing / Policy based Routing, User & application base Routing
VolP(H.323, SIP) X|&

QoS(2%, At M=) X2

VRRP

DHCP, DHCPv6, RA, DNS, Split DNS X|£l

IPv6 Tunneling 6to4, ISATAP

IPSec VPN

Virtual System

1 HEO VM 0|
2 SHEH|2 VPN/Firewall 7|5

0| £t OSZ 7HAtat X2
0“ [Ho}53|x40| 7
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Application

1 Application €| H|0o{, E2HZ] &|0]
2 Instant Messenger H|0]

3 Game, P2P, SNSH|0]

4 Web Mail, Web Hard H|0{

IPS & AV

Signature 7|t 2+o]

Behavior 7|t 2tof

OfiZ2/7|0|d, 2FHIH| F ot 32 Lo
Flooding 20{(TCP, UDP, ICMP) X|&
Anti-virus, Anti-Spyware

Anti-Evasion

AEXt M2l Signature % PCRE X

AEEM MOl QIEHILIE S S DBXIY, URL BE DB X[
REMEH| Fofd 3H Ho]
10  AEXFEO| URL Filtering

1 IR HO(TYPE, &R} 012
12 EHX| T3] ME X
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HA
1 Active-Active / Active-Standby Without L4, LLCF
2 Session, SA, Configuration, Policy, Profile &7}
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IKE Version 1, 2 / 2| & 5 8t {2 X2
2|5 XY (3DES/ AES / SEED/ ARIA/LEA)
& X (SHA1/SHA256/SHA384/SHA5S12)
A Tunnel 7| X9
Multi Tunneling 7|=& {5t VPN O|E8HA-A, A-S) 74 MIS
HIE®I=2 Bonding & 2 Bridge 2HE0f|lA VPNA|H
2|4 NAT 2H20ilM VPN HESX|2
XiA| 2 Zol Z4X| 7|5 Sot VPN 2|4 Fet Jl=3
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on_
o

SSL VPN

Full Tunnel mode & Split Tunnel mode X|&
Multi Factor 215 X|2/(ID/PWD, 215 A, OTP)
SSL VPN Client BHZ7 |5
Windows/MAC OS/Android/i0S/Gooroom/Linux Client X
IPv6 UIES|3 Bt X

SLIEE
Web Ul, CLI/ Dashboard
2E|xH Aot E A 7| S (22X, 232Xt FAp2 |
22Xt AH 01F HS X (Radius, AD, LDAP, TACACS+)
o|tH|E ofzt & Xl . SNMP v1/v2/v3
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DB7[gh =27 b= 2t2| X|2, S2
™ Export / Import x|
AAR HH [ Firmware He] %! 27 X
RESTful 2412| Open API &5 K|

3! Report x|
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710N 1700U 1700US 3700U 4700U 5700U
Core 4 4 32
Memory 4GB 4GB 8GB 16GB 32GB 64GB 64GB
Storage 8GB 16GB 256GB 256GB 256GB 256GB 256GB
(* SSD &M HA XIgl) 512GB 500GB 1B 278 2TB 2TB 278
1GC 6 6 8 (max 20) 8 {max 20} 8 (max 24) 8 (max 64) 8 (max 64)
1GF - 2 4 (max 16) 4 (max 16) 6 (max 18) 8 (max 64) 8 (max 64)
NIC 10GF = = Option(max 8)  Option{max 8) 2 (max 8) 4 {max 32) 4 (max 32)
40GF - - - - Option(max 4)  Option(max 16}  Option(max 16)
100GF = = = = = = Option(max 4)
FW Throughput 6G 8G 16G 316 60G 110G 158G
Power Adapter Single Redundant Redundant Redundant Redundant Redundant
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