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Software Function

D

Stateful Inspection 1 802.3ad Link Aggregation, 802.1Q VLAN Trunk
2 Zone, AEXY, Application 7|2 =& X[ 2 RIP, OSPF
3 MAC Address, Network, Domain Z4| 7|2t Sl GeolP(27tDB) F™ X|2! 3 PIM-SM/DM, IGMP X|&|
4 Schedule 7|2 H* X2l 4 ECMP Routing / Policy-based Routing
5 D|AIE HH OALE 2K S5 M 2M J|s 5 VolP(H.323, SIP) X|&
6 M ASaolMdEs Sot FM HAL XY 6 QoS(EXE, Mt 2Ma=2) X2
7 QIE{H|O|A /S| &E Hatof| 2 HM Xts HE X1 7 VRRP, IP Backup
8 AM2X}QlZ Hs X|2I(Radius, AD, LDAP, TACACS+) 8 DHCP Server, DHCP Relay agent X|&
9 AREX}2FAQEHA QIB) XI¥ 9 DNS, Split DNS, DDNS, LLDP X|&
10 S-NAT / D-NAT / Double NAT/ Excluded NAT, LS-NAT X|&l 10 |Pv6 Tunneling 6to4, ISATAP
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IPsec VPN

Bridge 2t X2

1 KE Version, 2

1 Application 8| &[of 2 Ciefstetest ona|E X|2) (3DES / AES / SEED/ ARIA / LEA)

2 Game, P2P, HTS X|04/Web Mail &0 3 CiYet2A4 12| XY (SHA1/SHA256/SHA384/SHAS12)

3 Instant Messenger X|0{/Web Hard |04 4 3|M7|gt 2EM2A Tunnel 7|2 X2

4 Streaming, File-type H|0] 5 Multi Tunneling 7|&& St Rt VPN O|F2HA-A, A-S) 74 XI=Z
IPS 6 UIE3 Bonding 24 % Bridge SHA0IA VPN

1 Deep Packet Inspection 7 %M NAT 2HA0llA VPN SHS X[

2 AEX}ECQ| Signature 8 XIEZ7|0|AHE B £t Al VPN HE it 7S X

3 Snort Rule Format X! / PCRE X[ 9 XiA| 2l Zolj ZX| 7|s& ot VPN 2| MetHHIS

4 Profile 7|4t HH HH 10 ECDH + PQCY12|E SA| HE

5 Black-list / White-list / Anti-Evasion 1T QRNG(ZActAM 7)) K|

6  Anti-Virus(Stream 7|2HEFX| 2 Xjet HA

7 Xp7¥ek&(Self Learning) 1 Active-Active / Active-Standby Without L4, LLCF

8 Pattern Update(Xts, =5) 2 Configuration, Policy, Session &7 |}

Anti DDoS SLEE s 2R |s

1 TCP/UDP/ICMP/DNS/HTTP Flooding g0 1 Web Ul CLI/ Dashboard

2 scan, Sweep YO{/ ALK 7|2t o] 2 el A 915 Hs X|2l(Radius, AD, LDAP, TACACS+)
3 Q/HE | 7|80/ Traffic Limit 7|2t 2H0] 3 SNMP Version1/2/3 X|&
Web Filter 4 Syslog, Keyword X| & ®& X|2l
1 URL % URI 28 ZAYALRXL 2| DB ZE
U ZAHALEXL 2| DB HH 5 72 Report X2
2 967 Web Category DB 7|22 M (o] pr— xl2l
3 HEAAoI9iRls OIEISSS DBXI EA Bxport/ import X1
AHEI MK [ Ei HHO{ Ol = 2
4 Malware, Phishing S 2% DB ZE| XIg! 7 e AEE e HE = S A
5 8 VForce NMS 3! NexG ESM H&

AFEXEHS| URL Filtering
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Core 2 2
Memory 1GB 1GB 4GB 4GB 8GB 16GB 32GB 64GB 64GB
Storage 32GB 32GB 8GB 8GB 256GB 256GB 256GB 256GB 256GB
(*SSD &M HAXIY) - - 500GB(Option) 500GB 1TB 2TB 2TB 2TB 2TB
1GC 7 16 6 12 8 (max 20) 8 (max 20) 8 (max 24) 8 (max 64) 8 (max 64)
1GF - - - Option(max 4) 4 (max 16) 4 (max 16) 2 (max 18) 8 (max 64) 8 (max 64)
NIC 10GF - - - - Option(max 8)  Option(max 8)  Option(max 8) 4 (max 32) 4 (max 32)
40GF - - - - - - Option(max 4) ~ Option(max 16)  Option(max 16)
100GF = = = = = = = = =
WIFi/LTE  Option(3G,.LTE)  Option(3G LTE) = = = = - = =
QRNG o} o - - o 0 o 0 0
FW Throughput 26 3.56 6G 126 156 306 60G 119G 159G
Power Single Single Single Single Redundant Redundant Redundant Redundant Redundant
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TEL 02-577-8426 FAX 02-2652-8426 E-MAIL marketing@nexg.net FHE2| 02-2016-0808
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